|  |  |
| --- | --- |
| Załącznik do wniosku nr: |  |

**Załącznik 3. Informacje o Systemie Zarządzania Bezpieczeństwem Informacji**

**ISO/IEC 27001**

|  |  |
| --- | --- |
| Deklaracja stosowania, nr wydania, wydanie z dnia: |  |

|  |  |  |
| --- | --- | --- |
|  | Tak | Nie |
| Skomplikowana logistyka, wiążąca się z więcej niż jednym budynkiem lub jedną lokalizacją w zakresie SZBI |  |  |
| Personel posługujący się w pracy więcej niż jednym językiem lub dokumentacja dostarczona w więcej niż jednym języku |  |  |
| Organizacja dostarcza swoje wyroby lub świadczy usługi w tymczasowych lokalizacjach |  |  |
| Funkcjonowanie SZBI w Organizacji uwzględnia zastosowanie dużej liczby norm i innych regulacji |  |  |
| Niskie ryzyko lub brak ryzyka związanego z wyrobem/świadczonymi usługami |  |  |
| SZBI obejmuje tylko jedną podstawową działalność np. tylko usługi |  |  |
| Duży udział osób pracujących pod kontrolą Organizacji, wykonujących te same proste zadania |  |  |
| Organizacja była już wcześniej certyfikowana według innej normy przez CeCert |  |  |
| Wysoka gotowość Organizacji do certyfikacji tj. była już certyfikowana lub rozpoznawana innymi metodami strony trzeciej |  |  |
| Organizacja posiada dojrzały SZBI (co najmniej 3 lata) |  |  |

|  |  |  |  |
| --- | --- | --- | --- |
| Czy jakiekolwiek informacje związane z SZBI ,np.:   * Zapisy SZBI; * Informacje o projekcie * Informacje o efektywności zabezpieczeń * Inne informacje   Nie będą mogły zostać udostępnione podczas audytu certyfikacyjnego, z uwagi na zawartość danych poufnych lub wrażliwych? | | TAK | NIE |
| Jeśli TAK, wymienić jakie informacje związane z SZBI nie będą mogły być udostępnione |  | | |